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Global & Regional Support

 ARCON provides Gold Support 24x7

 Regional support center in UAE 

 Local Toll-Free Number in UAE

 Widely supported by local 

distributors, Partners and large 

system integrators

Agile Implementation

 Proven methodology to ensure 

reduced implementation time

 Direct implementation support to 

handle key issues from ARCON

Seamless Product Suite
 Seamlessly integrated and internally 

developed product suite 

 Well integrated enterprise calls PAM 

functionality 

 Agentless approach to PAM 

Strong Industry Accreditations

 Validated and certified by industry 

leading Analysts like Gartner and 

KuppingerCole

 Widely recognized and reviewed by 

customers 

Flexible Customization
 Quick turn arounds on Connectors 

 Regular monthly upgrades for fixes 

and new features 

Highly Scalable Architecture
 Industry leading – highly scalable 

PIM architecture for enterprise class 

scalability 

 Non jump server architecture to 

ensure on demand scalability

WHY ARCON



Pillars of a PAM Solution

• Privileged Account Lifecycle 
• Password Policies & Scheduled / 

Manual Rotation 
• Break the glass / Encrypted 

Password Envelope

• Centralized Portal for Ease of 
Access

• Role  Based Access 
Management

• Seamless Single Sign-On across 
all protocols of Devices & 

Application
• 2FA Authentication

• End to End Encrypted Session 
• Text / Video Session Recording

• Session Management 
• Audit Logs & Reports 

• Real Time Session Management

• Role Based Granular Access 
Controls

• Least Privileged Management & 
Threat Analytics

• Zero Trust Management 

Password Vaulting Single Sign-On & 
2FA

Privileged Session 
Management

Access Control 
Management

Pillars of a PAM Solution



 Role Based Access Management
 Secured Encrypted End to End Session Management
 Fine-Grained / Granular Access Control
 Password LifeCycle with Vaulting & Rotation 
 Password Reconciliation
 Dual / Multi-factor Authentication
 Just-In-Time Privileges & Zero Trust Access 
 Secured Remote Access

 Seamless Single Sign-On 
 Multi Domain Authentication & Authorization 
 Multi-Tenant Hybrid Environment 
 Hybrid & Distributed Architecture 
 Virtual Grouping – Role Based Access Management
 Workflow Management
 Privileged Elevation and Delegation Management (PEDM)
 Auto-discovery & Onboarding 
 Behavior Analytics
 One Admin Console
 Multi-tab Console

 Compliance Related Audit Report
 Smart Audit Trails
 Text & Video Logs (Session Recording)
 Session Monitoring (Real Time Session Monitoring
 Reporting / Dash boarding

ARCON Privileged Access Management



Thank you for your attention


